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1 AP Management Compatibility 

1.1 Compatible Versions for AP Management 

AP type LAPM WAPM Compatible version 

OAP100 V V 3.45.0000 or newer 

OAP100e V V 3.45.0000 or newer 

EAP100 V V 3.45.0000 or newer 

ECW100 V V 3.45.0000 or newer 

ECW5210-L V V 3.45.0000 or newer 

ECW5211-L V V 3.45.0000 or newer 

ECW5410-L V V 3.45.0000 or newer 

ECWO5210-L V V 3.45.0000 or newer 

ECWO5211-L V V 3.45.0000 or newer 

ECWO5213-L V V 3.45.0000 or newer 

EAP101  V  11.2.0-795 or newer 

EAP102  V  11.2.0-796 or newer 

SP-W2M-AC1200  V 7.0.0-2987 or newer 

3rd Party  V  
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2 Feature Enhancement 

2.1 Support OAP100e and SP-W2M in WAPM and OAP100e in LAPM 

In Devices > WAPM, OAP100e and SP-W2M can be supported. 

In Devices > LAPM, OAP100e can be supported. 

   

 

2.2 Support WiFi6 QoS 

The QoS feature can be supported in WiFi6 AP like EAP101 and EAP102. 

 

With split tunnel SSID, only Individual maximum downlink/uplink are supported. 

With complete tunnel SSID, Group total downlink/uplink, Individual maximum downlink/uplink, and 

individual request downlink/uplink are supported. 
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2.3 Support NMS management 

NMS can manage EWS5203. The AP, controller and user status can be displayed on NMS.  

 

 

2.4 Add Download Button in Management Event Download 

In Status > Logs & Reports > Management Events page, the download button is added. After clicking the 

button, the management event report will be written in the txt file and be downloaded into the device. 
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2.5 Modify Method to Security Method in New Generation WAPM template 

In Device > WAPM > Template page, modify the name from Method to Security Method in the Wireless 

Network. 

 

 

2.6 Modify the Name of WAPM Template 

In Device > WAPM > Template page, modify from WiFi5 to Legacy and WiFi6 to New Generation in the 

Select Product Type. 

Legacy devices supported: OAP100, OAP100e, EAP100, ECW100, ECW5210-L, ECW5211-L, ECW5410-L, 

ECWO5210-L, ECWO5211-L, ECWO5213-L 

New Generation devices supported: EAP101, EAP102, SP-W2M-AC1200 
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2.7 Support USB syslog 

1. HA Mode – standby controller 

In System > High Availability page, SYSLOG Settings page can be supported in standby controller when 

HA is established. Syslog can be stored into the USB storage when plugging into the USB port of standby 

controller. 

 

2. HA Mode – active controller 

Syslog can be stored into the USB storage when plugging into the USB port of active controller. 
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3. Non-HA Mode 

Syslog can be stored into the USB storage when plugging into the USB port of controller. 

  

 

 

2.8 Support Microsoft 365 Authentication 

In the Users > External Authentication > Microsoft 365, the Microsoft 365 can be configured. When using 

Service zones, Microsoft 365 can be selected to be the authentication that users can authenticated by. 



EWS5203 v3.52.0100 

10 

 

 
  



EWS5203 v3.52.0100 

11 

2.9 Support Import AP List 

In the Device > Wide Area AP Management> AP list, add import button to import the csv file. After 

importing the list including default template, AP can apply the default template when adding the AP into 

the WAPM. 

 

 

 

2.10 Support HA WAN Failover 

In System > WAN page, enter IP address or domain name in the "Target for detecting Internet 

connection" of WAN traffic settings. Set up the HA peer. WAN HA failover mechanism will be enabled to 

switch HA when WAN1 fails to ping IP address or domain name. 

 

Note: Only WAN1 is connecting to the Internet. If WAN1 fails to ping each IP address or domain name in 

the above list, HA will be triggered. 
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2.11 Syslog and Remote Syslog Enhancement 

There are four types of the log to be recorded into the system log and remote syslog server.  

 

1. In HA mode, when the active controller becomes standby, remote syslog and local system log will 

receive the message below: 

Active gateway, IP address, mode changed to DOWN. 
Standby gateway mode is going to change to ACTIVE. 

 

 

 

2. In HA mode, when the standby controller becomes active, remote syslog and local system log will 

receive the message below: 

Standby gateway mode changed to DOWN. 

 

 
  
3. In HA mode, the active controller detects down of standby controller because HA peer is 

disconnected, remote syslog and local system log will receive the message below: 

Standby is not found. 
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4. When WAN detection is enabled, all WANs are down. The local system log will receive the message 

below: 
root: WAN FAIL 

 

 

2.12 Add the ARP Inspection Setting 

In Device > WAPM > Template page, add the ARP inspection setting in Legacy template to be compatible 

with the APs which use the Edgecore developed proxy ARP and original proxy ARP. 

 

Note that if the AP uses Edgecore developed proxy ARP, ARP Inspection should be enabled when using 

Proxy ARP feature. 

 

 

2.13 Upgrade Firmware Procedure to Prevent Template Collapse in HA Mode    

In HA mode, if there is a major version change marked as red font (e.g., 3.50.0001 to 3.52.0100) and the 

FW should be updated to controller, HA should be disabled before upgrading the FW. Follow the below 

upgrade procedure to prevent template collapse after upgrading the FW. 

 

1. Both units using firmware (e.g., 3.50.0001) have HA enabled and configured the desired templates. 



EWS5203 v3.52.0100 

14 

2. Unplug both WAN and LAN1 port connections on the Standby unit and locally access unit to disable 

HA. 

3. Upgrade Active unit to the latest FW (3.52.0100) first. 

4. Upgrade Standby unit to the latest FW (3.52.0100) by connecting a computer to any LAN on the unit 

and perform the upgrade locally. 

5. Once both units have been upgraded, connect to Standby unit and enable HA. While controller is 

rebooting, please connect both WAN and LAN port to the unit. 

 

2.14 Add user event log when authentication method is 802.1x without CAPWAP 

tunnel 

Create the SSID with 802.1x without CAPWAP tunnel in the AP. After users is connected to this SSID, 

there are four types of user event logs shown in the user events messages. (Status > Logs & Reports > 

User Events) 

 

Radius events User events 

Accept Login 

Reject Reject 

Accounting start Online 

Accounting stop Offline 

 

2.15 Support Midtrans Payment Gateway 

In Users > Internal Authentication > On-Demand > Payment Gateway, Midtrans option is added in the 

external payment gateway option. The On-demand account will be created after buying a new account 

online through Midtrans payment. 
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2.16 Support Work from Home Mode for SP-W2M-AC1200 

In Device > WAPM > New Generation Template > Wireless Network, add WFH (Work from home) mode 

in the CAPWAP Tunnel Interface. This feature is only compatible with SP-W2M-AC1200. 
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3 Issue Fixed 

3.1 The OSM file format can’t be uploaded to the floor plan of Wall in WiFi monitor 

3.2 Radius MAC Auth and split tunnel can’t be set at the same time in New Generation 

WAPM template 

3.3 VLAN tag traffic of network behavior can be set to AP without VLAN ID in New 

Generation WAPM template 

3.4 There is no input restriction on CCA Minimum power column in Legacy WAPM 

template 

3.5 The information of service zone and VLAN data is not correct on online users after 

clients are associated to the WiFi6 AP SSID with enabling 802.1x, split tunnel and 

dynamic VLAN in New Generation WAPM template at the same time. 

3.6 The service zone of split tunnel is incorrect in New Generation template 

3.7 The wrong warning message of RSSI threshold in Legacy WAPM for Japanese 

version 

3.8 There is no warning message if the VLAN tag traffic SSID with split tunnel is set to 

the same service zone as the bridge mode SSID with split tunnel in New Generation 

WAPM 

3.9 The Radius MAC auth can’t be enabled with Split tunnel and WPA2 PSK at the same 

time in New Generation WAPM 

3.10 The Auto-Negotiation and Speed / Duplex of WAN information are not correct 

after HA is established 

3.11 In HA mode, standby controller can’t become active sometimes after upgrading 

the FW from the standby controller 

3.12 Proxy ARP of Legacy WAPM template can’t be configured by the controller 

3.13 The OID (.1.3.6.1.4.1.259.3.4.3) can’t be displayed correctly 

3.14 Some descriptions are not correct in the MIB files  
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4 Known Issue 

4.1  The Billing Plan Selection Page with Midtrans payment gateway can’t display 

correctly when previewing the page. After clicking apply button, the page will display 

the correct page. 

 


